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Abstract

Test case incident reporting is the process of reporting incidents after the

termination of testing which involves recording of actual results against expected and

other related information which explains reasons of test case failure. It is the most

evolving, observable and a challenging task in testing as it has strong impact on testing

efficiency as it helps in future maintenance therefore reducing cost and improving

quality of software.

Airn of current research is to deliver a framework for the development of

automated test case incident reporting tool(s). Although there are many commercial and

open source test case incident reporting tools available but their feature set are

misaligned with the current requirements of software industry. This is highlighting the

necessity to develop such a framework which provides architectural foundation for test

case incident reporting tool(s) in order to define their scope with respect to phases and its

feature set instead of implementing features which may belong to different phases.

Proposed framework classifies feature set in to core phases of test case incident reporting

tool(s) and is thoroughly evaluated through well reputed international organizations

which are CMMI level 5 and ISO 9001,90003 certified and also by highly experienced

(up to l5 years) software and quality engineers.

Therefore there exists a real need to have a test case incident reporting

framework which classifies most comprehensive set of features in to core phases of test

case incident reporting.

I
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Chapter I Introduction

1. Introduction
This chapter gives an overvier,v of automated testing, incident repofting, research

problem, research ainrs and objectives, problem domain, research methodology and

research process. At the end of this chapter, thesis breakdown in to chapters is given.

1.1. Bachground

Software testing is a process of executing a software system with the intension of

finding errors [7] rvhich results in high reliability of software. It defines whether a

progralr rnatches its specifications and executes in its intended environment or not [6].
Hence testing conllnns reliability in software by recognizing errors. It is the evaluation

process in which tester deterrnined the efficiency and correctness of system attributes

and features to meet intended work I l]. The test process are performed in parallel with

software developrnent and determines whether the activity conform to the requirements

and satisfles its interrded use and user needs or not [12].

Tester can achieve the high test coverage by using automated testing tools [18].

Testing tools are the softrvare products which are used to automate or semi automate the

software testing methods or process which includes test case designing, execution and

incident reporting [5, l9]. As a result of rvhich not only cost and efforts are reduced but

also the solirvare quality is inrproved. Sirrce automation improves the overall process of

softr,vare testirrg [20]. Arnong all testing processes test case incident reporting is a

challenging task as it has strong irnpact on eff-ectiveness and efficiency of the whole

software testing process [21]. Autornated test case incident reporting tools record and

track the status of incidents, occur during the automatic execution of the test cases. It

often has opporturiities of recording, fixing, re-testing of incidents, and reporting

capabilities !3]. lts aim is to record anomalies of all the discovered errors and

diffbrences between actual and expected outcomes for the successful completion of

testing process ll4]. Development of autornated test case incident reporting tools

represent a great challenge fbr the software engineers as they implement variety of

features but tliese tools ale not according to the current requirements of academia.

Industries are also graciualll,irnplernenting them but these tools are misaligned with the

requirements of software industry. 'fhese so far developed tools do not follow any

standard, tl'anreworl< or set ol guidelines of software testing and are not mature enough

[21]. According to one survey conducted on tool usage of testing practices rate for

x
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Chapter I Introduction

iricident reporting is only, 30% 125). Therefbre it is the need of both academia and

software industry, to tune tliem accordingly.

The goal is, therefore, to perform a systematic mapping review of test case

incident reporting tools, in order to attain evidence that which automated test case

incident reporting tools are available and what features they should include. A detailed

nrultidirrensional analysis rvill be conducted of industry survey and tool evaluation

criteria so as to identil,v gaps and clusters. This ivill help us in establishing framework

for the development of autornated test case incident reporting tools which will be a

milestone contribution f,or the development of future autornated test case incident

reporting tools. This fl'arner.vork will be for those people who will develop automated test

case incident reporting tools and also for those who will use them.

1.2. Motivation behind the Study

Oul proposed research is niotivated by automated test case incident reporting

tools. In present there are large numbers of tools for automated test case incident

reporting which are cleveloped according to one's olvn need having no consensus in

there pararneters [24]. J'hese tools irnplernent various fbatures but they are not following

ar)y oomlllon standard that's lvhy there exists a gap between academia and software

inclustry. 'l"herefore there is a need to bridge the gap by providing a framework to

softlvare industry as rvhich set of parameters/features should be implemented by

automated test case incident reporting tools. This rnotivates us to conduct this research

wlrich will lay out a road nrap for the development of automated test case incident

reportirrg tools. It is guideline fbr those people who will develop automated test case

inciderrt reporting tools as rvell as fbr those who use them.

1.3. Ainrs and Objcctives

T'hc aim of our research is to develop frarrework for the development of

autontatecl test case incident reporting tools rvhich provides foundation to those who

develop thcrn. We vi,ill achieve tliis objective in several steps firstly we will identify list

of open source and cornrnercial tools, afterthat tool evaluation criteria will be identified

which include stitndard presented by IEEE, ISO, IEC etc. Then a software industry

survcy rvill be calried out to identify list of common referred commercial and open

soLtrce automated test celse incident reporting tools, lirnitations of common referred tools

and set of desired f-eatures that should be implernented by automated test case incident

Guicielines for the Developnrent olAutomated Test Case Incident Reporting Tool(s)
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reporting tools. Finally we will conduct detailed multi-dimensional analysis of industry

survey and tool elevation criteria so as to identify gaps and clusters. This will lead us to

establish fiarnework for the future development of automated test case incident reporting

tools.

1.4. Problem Dornain

The most cotnmon referred automated test case incident reporting tools

developed already are dil'ferent fiom each other and there is no framework exists in

literature rvhicli provides a comrnon set of guidelines which a tool should follow to

minimize the bridge between acadernia and industry. It also takes time and effort to

know which tool is the best to use. This study will provide a comprehensive framework

for the development of automated test case incident reporting tool so that a standard tool

can be developed which is not only meeting the needs of industry but also the academia.

1.5. Rcserrch Question

We irrtend to address fbllowing research qr.restion in our proposed research.

RQ.l. What is the identification of maximum set of feature(s) and core phases of

test case incident reporting tool(s)?

RQ.2.What is the classification of feature set in to core phases?

RQ.3. I{orv can we apply quality criteria on the proposed framework?

1.6. ExpectedOutcornes

The rnain outcome of this research"work is:

l) Franrework for the development of test case iri'cident reporting tool(s)

l'his l'ramervork provides the architectural foundation for the development of

tools to be used for test case incident reporting, its usage is that in future which ever tool

of test case incident reporting is developed this framework will set an architectural

foundation tbr it as tools are to be used in reality for test case incident reporting whereas

framework provides a layout to develop them.

1
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Chapter I Introduction

1.7. ResearchMethodology

Investigative and prescriptive methodologies in nature are used in this research

study.

1.8. Research Process

Figure I elaborates the research process ofthe research.

Figurc l.l l'he llesearch Process

f .8.1. Source of Data

The data will be collected from practitioners of software development

organizations in different countries of the world. The type of targeted population can

be in-house software development organization or the organizations that produce the

software fbr external parties. The organizations can be small, medium or large.

1.8.2, Research Mcthods

We will use the survey rnethod to collect data. The reason behind using

survey method is that surveys have many advantages for example through survey

large amount of data can be collected in relatively short period of time, surveys are

-

r

Literature Review

Research Questions

Data Collection Method
(Questionnaire)

Data Analysis and Results

Develop a Framework for the
Development of Test Case

Incident lleporting Tools
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Chapter 2 Literature Review

2. Introduction
In order to obtain irrformation about which parameters, frameworks, techniques

or approaches for test case incident reporting are available, it is important to look at

literature survey to identify gaps and clLlsters.

This chapter explores rnajor frameworks and approaches as discussed in literature

in terps o1'automated incident reltorting, their features/parameters and limitations. The

pLlrpose lvas to investigate how comprehensively frameworks were proposed and to find

the pararneters which need to be verified frorn industry for test case incident reporting

frameworks. At the end it presents gap analysis for future research and improvements are

sLrggested.

2.1. LitcratureRevierv

J.'l-ang Il] proposecl "an aclaptive model for test autornation" with the help of

which all Software Testing Lifecycte (STLC) activities, including test case design, test

case execLrtion, ancl test case incident reporting, can be performed efficiently. This model

contains requirement agent, construct agent, execution agent and reporl agent. Repoft

agent crcates deltct report and analyzing test results. It used query model to query the

detects clata ancl test log besicle lvith test reports are generated. However this research

was constrained due to fbllorving reasons: There was no justification why test results are

analyzed and why defect reports are created and this study only reviewed academia and

lack industrial fbedbacl<.

A. Safana et al. [2] proposed a "spiraTeam Tool" which has the capability to

identily irrcidents, rnanage test cases, requirement and associated traceability. In this

tool, inciclents wfiich can be bugs, issues, enhancentents, limitations, change requests,

and rishs irle createcl, edited, assigned, tracked, rnanaged and closed. They further

elaboratecl automation of testing activities test case requirements and defect can be

linked together, processes and real tinre results can be associated and a central repository

of results can be built [2]. However this research was constrained due to lack of

industria I f-ecdbacli.

S. Aljahdali et al. [3] evaluated system components by verifying that the system

fultllls specified sets of re'quirenrent. This involved test management and control

activities rvhioh inclucle test planning, test execution and defect management. Defect

managemerlt is an irnportant activity on which extra attention has to pay. It includes

8
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Chapter 2 Literature Review

reporting and tracking of clefects, defbct types, defect severity level, analysis of defects

and defects resolution. Each defect rvhether it is minor or major should be reported

because it iprproves test conclitions and future testing. They also suggested that at the

encl of texting cycle nrinor def-ects can lre ignored unless they are critical. [3] However

this research was constrained due to tack of industrial feedback and the parameters

selection criteria for ATCIR identification was also not justified.

Vos T.E.J et al. [4] proposed "a methodological framework for evaluating

softrvare testirrg techniques and tools". The steps of the framework includes: objective of

the toot that cletlne the research question fbr tooI evaluation; nature of the tool

comprisipg plererluisites, results, perfbrmed operations and tool license; subjects that

rvlio appty the tool; objects are those on which tool has to be used; variables involves

ivhich data to collect which invokes eft)ciency, effectiveness and satisfaction of the

tools; protocol i.e. horv to execute the study and threats for the validation of the study

perfbrnied. Framework was applied on two indLrstrial case studies and one academic

environrnelt bLrt still there is need to evaluate it on Inore industrial projects to make this

stucly mor.e perl'ect. I-lor.vever this research was constrained due to Iirnited scale industrial

evaluation.

J. Lee et al. [5] conductecl "a survey on software testing practices" in which

u,eakness ol'softrvare testing methods ancl tools are identified. The survey was divided

into three sections inclucling introduction of company, testing environment and test

process. 'l'he- qLrestions in test process are based upon the cttrrent practices of software

testing rnet[ocls alcJ tools which include test estimation; test planning, test execution,

defect tranagement and del'ect reporting were selected from ISO/lEC standard 29119.

Survey was sent to the companies whose nantes are mentioned on Fortune 1000

companies 1vebsite ancl it n'as also fbund that tools usage is higher in defect management

and reporting as oollparecl to otlter processes, maximum practitioners used tools for

defbct r.ecorcling, traching and reporting but usage of these tools is low, there is difficulty

in orvning, tools Lrsed in a lirnited lranner and there is also a need for guidance to

evaluate lrethods and tools. However this research was constrained due to following

reasons: this survey only clisc.Lrss phases of testing process at an abstract level instead of

goilg into cletaiI o1'A I'CIl{ rvhich can be lurther explain by sub parameters propose only

abstract leve['l'he tbcus of this study was only on the generic software testing processes.

ot
J
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Xiaoju6 et al. [6] developed "an intelligent general-purpose automated software

testiltg suit" rvith trvo tools l-larness and Logscanner. Logscanner is an analysis tool

which functiops in talteing tog and dictionary frles as input. It not only scans the log files

but also surnmarize tlie filterec'l log error messages before producing a report which

concludes errors. lt can be usecl to detect and report critical errors automatically and

periodicatly dqring the testing, or search for specific errors in a large log file during a

problern investigation process. Ilorvever this research was constrained due to lack of

industrial ltcclbacli ancl the criteria for the selection of parameters was also not defined.

I Iongbo et al. [7] proposed a liamework for automated software system RunTool

which include test case design, test case execution and log analyser. ln test case report

result of tftc tests a1e classified, test report generated and test results are analysed,

classitled. recorded ancl reportecl. The RunTool fratnework has five levels including case

level, step level, execution level, result level and test report level; all layers are

integratecl rvith log level. The test report level starts when the system began to run, it

receives results fl'orn each layer and then the logs are displayed. Further Hongbo et al.

also comparecl RunTool with WinRunner tool which take lots of human resources to

write test cases and 'l-cstPartner tool which deperrd on record reply, if there is no

equiprnent to record, the test cases cannot be written. However this research was

constrainecl dge to tak of inclustrial feedback and the selection of parameters was also not

defined. l-here has to be sotne criteria based on rvhich selection can be done.

Jonathal et al. [8] evaluatecl more than hundred academic papers on defect

reportilg b,v assessing soltu,are clef'ects efficiently for analyzing the latest advancement

in relrning reliability of the solirvare. 'lhe research tvas categorized into the areas of

autorlatiol of cleltct cletection and clefect fixing and attributes, quality and triaging of

def-ect reports whereas autonration of defect cletection and defect fixing requires more

resear.clr. I-lorvever this research rvas constrained due to lack of industrial feedback.

Selection clitelia lbr tools wet'e also not clefined.

Mael llanlracl et al. [9] suggested'a visualization approach for bug reports'to

help testers to t"rndersrand status of subrnitted reports by rnodelling different report

statgses and their relationships. The visualization inclrrdes the developers who handle the

bugs ald their roles by provicling valuable infbrmation related to status of bugs,

clevelopers infbrrnation ancl status of particular btrgs. However this research wasa

\
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corrstrainccl duc to lacl< of inclustrial f'eedback and the selection of parameters was also

not defined.

T. Abclou et al. [0] pLoposed a framework for the testing process of open source

software as their cJevelopment process is different fiom other software process. For this

pLlrpose testing process o1'NetBeans, Mozilla and Apache HTTP servers studied and

compared rvith ISO/lEC standarcl soltware testing process which shows similarities

betrveen two activities. The srudy also highlighted diflerences and improvement of open

source soltrvare testing process. I-lowever this research was constrained due to lack of

industrial f'eedback and the selection of tools criteria is also not defined.

2.2. Conclusion

By arralyzing the existing literatLrre we can see that features set of common

ref'errecl autornatecl test case incident reporting tools is not organized into phases.

Besicles proposed f}ameu,olks arc' based upon acadetnic reviews and are not validated

frop softu,are inclustry. Sirrce choice of fbature set to be implemented by automated test

case incident repolting tool are not validated by softrvare industry, therefore desired set

o1' f.eatures to be irnplernented by current tools may not be aligned with current

requirements of soltware industry. So, there is no state of the art in any one framework

which is acl<nowledged by all softrvare industry. Beside this the design methodology of

developed fl'arnervork is controversial i.e. existing framework development is based on

weali eviclcrrce; sorllc fl'arneworks are developed based upon the comparison of

ranclornly selectiorr ol trvo tools, sonte fianteworks propose feature sets but no

justification is given on rvhich basis these are suggested. That's why we designed a

fi'amework and implements qLrality criteria on it'

Our rvork provicles solution involves the industrial feedback. All findings are

veritiecl fiorn industry. Our rvorli is a step towards to bridge the gap between software

indLrstry anc1 acadernia. tt is noticed that revietved frameworks are domain specific

rvhereas rve fbcusecl on inrJepenclerrt oldomain that is rvhy our framework is generic and

we have corre up such diversifiecl phases of automated test case incident reporting.

'l'Serelbre there is a need to bridge the gap between software industry and

acadernia by providing a fiarnework validated fiorn software indrrstry as which set of

paranretcls/t-eatures slrotrlcl bc irnplernented by atttotnated test case incident reporting

tools.
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Chapter 3 Research Methodology

3. lntroduction
This chapter emphasizes on the research methodology including research

approach, research method, survey design technique, data collection method comprising

data collection technique, structure and explanation of our questionnaire used in the

developrnerrt of fi'amework of automated test case incident reporting tools. The purpose

of this chapter is to lrighlight how our research process has been conducted and why

does the particular research rnethod more appropriate.

3.1. ResearchMethodology

This section explains and justifies research process which includes research

approach, research method, and survey design technique for the development of

framework of automated test case incident reporting tools. Diagrammatical presentation

of research process is as fbllows:

Research Approach

Resea rch M ethod

Research Design

Data Collection

Data Analysis

Figulc 3.I l{escarch Mcthodology

$': '.:
u: :.
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Chapter 3 Research Methodology

3.1.l. I{esearch Approach

ln literature trvo approaches, deductive and inductive are used by researchers

! 5]. In deductivc approaclr hypothesis, theories or suggestions are created from

theoretical lranrervork and then experiments are carried out to accept or reject them.

It is "top down" approach because researcher starts working from more general

infbrrnation to rnore specific. They start from broad field of information and work

dorvn to specilic conclusion. While in inductive approach researcher interpret the

phenomenon rvhiclr is based upon the respondent response 123). lt is "bottom up"

approach rvhich establishcs a new theory tiom data. This approach used systematic

tools inclLrding questionnaire, interview and theories. The analysis of research

approach provides a new theoretical framework to understand the phenomenon. In

our research 
"vork 

inductive approach is used.

3.1.2. Rcscarch Method

Iu literaturc tltrce research nrethods case study, experiment and survey are

discussccl [5]. Ilesearchels use these rnethods according to their research objective

as each tnethod is dilferent tiom another. Case study and experimental research

methocls are used to rtns\ver "how" atrd "why". However, surveys are used to find the

zlns\ver of "'what" ancl "which". OLtr research deals with "what" and "which" that's

why survey is used to answer the research question. Surveys also have many

advatttages suc'h as large urnourrt of data can be collected in relatively short period of

tirne and thcy are cheap as compared to other data collection techniques.

3.1.3. Rcsearch Dcsign

Our instruntent ol'survey is a questionnaire which was designed based upon

l'eattrre set of updated opcrl source and corntnercial tools which are most frequently

relbrreci in literatule. Belor,v table slrows gaps and clusters in the feature set of tools.

ClLtstels in f'eature set lrcans some f'eatures are repeatedly implemented by all tools

tvhereas. gaps ret-ers to the fact that some are not. Thus there is need develop such

fi'ametvork wlrich associates comprehensive feature set(s) against core phases of test

case e.\ecution tool(s) ils per current software industry requirements. Besides such

gaps artcl clusters of I'eature set are used to design the both open ended and close

ended cprestions in the survey.

1,4
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Our sulvey rvas clesigned upon the guidelines of Pfleeger and kitchenharm

[37-40). It was distributed to the software and quality engineers through personal

contacts and social sites. 133 responses were considered from Pakistan, India, USA,

UI(, ltaly, Egypt, Srvitzerland, Spain, Brazil, Singapore, Belarus, Germany, France,

Belgium, and Pakistan. Our survey encompasses various phases of test case

execution, each of rvhich rvas further explained through comprehensive feature(s)

set. Phases and fbature(s) set r,vere identified through literature review which includes

ISO/lEC 29llL) standard and cornrnon ref'erred open source and commercial tools.

I ulrlr .i.I (,:rp \t;rlr sis

3.1.3.1. Populution und Sample Size:

Population olour survey was software quality department people. Survey

was sellt through enrails and social site to the respondents and it was assured to

the responclents that their data rvoLrld be kept confidential only aggregated results

rvill be published. Most of the survey participants were intended to response

qttestionnaire only because they r.vere encouraged that results shared with them

when it ivould completeci. The participant companies are must be user of

autotnated solirl,are testing tools and the respondents requirements are as follows:

15,
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Conuuon Rel'erred
Tools

Features of Common Referred Tools

Tools Liccnse Identily
I nciclents

Report/ Update
I ncidents

Communicate
status to

stakeholder
Surnrnative
eval uation

Fonnative
evaluation

JMcter l32l
2014

Open Source

Yes

Seleniunr l33l
2013

Open Source

Yes Yes

FitNesse l34l
20 l3

Opert Source

Yes

Ilugzilla'l'cstopia [351
20t3

Open Source

Yes Yes

Spira'l'est l35ll36l
2014

Cornrnelcial

Yes

Squislr lJTl
20 l3

Conrnrercial

Yes Yes
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13e currently involved in software testing activities

Can be national and international

3.2. Data Collection Method and Sources

In literature data collection method is divided into two groups; primary data and

secorrdary data [8]. Prirnary data collection is done by the researchers themselves using

experiments, questionnaires or interviews to address the problem for explicit purpose

while secondary data is collected through literature survey which is already published in

research papers, journals, conl'erence proceeding papers.

3.2.1. Primary Data

Our prirnary clata rvas collected globally from national and international

software olganizations to elicit data through questionnaire which was launched

onlirre through "Coogle Docs" service. Alrnost l0 countries and more than 153

respondents were engaged in our prirnary data collection and their responses were

very valuable 1'or our research work.

3.2.2. Secontlary Data

A cornprehensive literature survey had performed for the collection of

secondary data. For this purpose number of research paper were reviewed which

were gathered frorn the digital libraries including IEEE Xplore, Science Direct,

Springer link, ACM, CiteSeerX and Coogle scholar by using different search strings.

Selection of each research paper was evaluated on the basis of its relevancy and

quality aspects. The objective of literature survey was to identify common referred

autonrated test case incident reporting tools and their features and to evaluate

different tools' f-eatures, techniques, approaches, framework, and guidelines so that

recornmended practices of test case incident reporting can be identified.

3.3. Quostionnaire Preparation

A well designed effbctive questionnaire which meet research objective was

prepared keeping following irnportant points in mind:

responclent

E,
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!

whereas a f-ew open-ended questions were also added to get respondent's

opinion and suggestions.

response as it did not require any form to download.

3.3.1. Questionnairc Structurc

1'lie questionnaile rvas cotnprised of three parts:

l) Respondent introduction

2) Organization information

3) Test case incident reporting tools information and required features

3.3.2. Questionnaire [xplanation

ln our questionnaire we have asked opinions of respondents and to make the

comparison of their response we have used percentage. Percentage was calculated by

the tbrmula P:F/N*100 where P is percentage, F is frequency and N is the total

number of responses.

3.3.2.1. I)enrogruphic Detuils

In order to ensure the information of the respondents which are involved

in our survey, the irrfbnnation about respondent name, experience, designation

ancJ ernail address was asked.

3.3.2.2. 0rgunizationolDetails

ln ordel to identily quality standard of the organization, the information

about organization CMMI level, ISO certiflcation, country and number of people

working in organization was enquired.

3,3.2.3. Tools Section

ln this section we proposed t'eatures of tools which are presented in

literature ernd at the cncl of every question, an open ended question was requested

fbr lespondents' suggestions fbr extra features.

llr
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\
-

3.3.3. Questionnaire Administration:

Respondents were not required to answer all survey questions and only 20-30

minutes were required to fill the survey form. Respondents could also save their

survey responses which were managed internally by survey website.

Questionnaire was shared with target respondents using URL through social

networks including email, Facebook groups and Linkedln. It is assured to target

respondents that all the information provided will only be used for research purposes

and will not be disclosed or shared with any individual or organization under all

circumstances.

The time period of conducted survey was from lune 22, 2014 to November

ll,2Al4. The total number of submitted responses was 154. Once the data collection

was completed, survey data was downloaded from the survey website using Excel

format.

\l-
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Chapter 4 Results and Analysis

4. Introduction
This chapter fbcuses on the detailed analysis of the survey conducted national

and international level organizations for the implementation of the development of

automated test case incident reporting tools. The survey was based on gap analysis

identified in literature revierv in chapter 2. Demographic details of respondent and

variat:les selected lbr arralysis are also explained in this chapter. Results are presented in

the graph fbnu with explanation.

4.1, Demographic Details ol'Survey

'l-he sLrrvey fbrrn was sent to more tlian 200 national and international

organizations inclLrding Pakistan, USA, India, UAE, UK, Australia, Saudi Arabia,

Srvitzerlancl, l)enrrrarl<, Singapore, lreland, Norway, Malaysia and South Korea. Out of

which rve received response 1}om l54 organizations including Netsol Technologies,

IBM Systerr, Huarvei UK ltd, NortliBay Solutions Pvt. Ltd., Bentley Systems, LMKR,

Macrosoft, Nextbridge (Pvt) Ltd and many others. The designations of respondents

include Software Quality Assurance and Automation Engineer, Quality Engineer,

Quality N{anagement Specialist. Quality Advisor, Software Quality Assurance Analyst,

Soliu'are 'fest Enginecr. QA Manager, Test Manager, Software Test Engineer, SQA

Analyst, QA Specialist, Principal Quality Engineer, and Software Test Automation

Engineer etc. Some responses fl'orn the results are also discarded to make our analysis

rnore authentic as these rvere not proper filled up.

4.2. llescarchAnalysis

I{igorous rlata analysis of the survey reveerls core phases as mentioned in section

4.3.1 till 4.3.2 each of rvhich is lirrthcr explained through maximum feature(s) set.

Proposecl framework lbr test case incident reporting tool(s) is then evaluated through

rigorous qLrality criteria, u,l-rich includes CMMI, ISO certification and experience of
respondents.

4.2.L. Ccrtilications nl' Organization

I{cs;roncierl orgitnizations \vere certifled by CMMI (Capability Maturity Model

lntegration) at [e ve I 4 and 5 and by ISO (lnternational Organizations for

Starrdarciizations) 9001 and 90003 certilled. Through these certifications of
organizations credibility' can bc established rvhich rnade worth of feedback obtained.

20 1
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4.2.2, Experience of llespondents

Survey was sent to the people having different years of experienced people and

the minimum experience required to fill the questionnaire is I year. Mostly

respondents of the survey are highty experienced. The experience is further divided

into three categories i.e. high, medium and low based upon the response range. The

categorization is as fbllows:

High > 8 years

5years<Medium>7years

l<Lorv>4years

4.3. Detailed Arralysis

Dit'fbrent phases of automated test case incident reporting are identified and

against each phase sub factors are identified. Each sub factor is then analyzed

through different variables including CMMI level, ISO certification, organization

size arrd respondents' experience which are endorsed by software industry.

4.3.f . Analyze I'est llesults

The output of test case execution that is test results are analyzed to establish

the diffbrence between expected and actual results.

4.3.1.1. Anall,xe'l-esl Resulls

4.3.1.1.1. Ccrtil'ication Wise Analysis

Certification rvise analysis includes CMMI, ISO and in-house certifications

analysis.

4.3.1.1. I. t. CMMI Level
" ::&

1.1:.S

; Test Results Analysis 4'$iffi ffiffi ffi-ffi
,..::..*"|

E 3 LEVEL 1 LEVEL 2 LEVEL 3 TEVEL 4 |-gvE1 !, .:,', ,l: i
g E cMMrlevel "::ffi
1 r ".*+f$&fi

'flry?{

,' n Analyze test results Yes ,6iifr
" "3

\ ' igur'c J.l 'lcrt lt,:sult \tt:tlrsis- ( \l\ll l-ttcl
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The above chart explains that CMMI Level I,2,3 and 5 organizations 100% support

analysis oltest result. Whelcas, CMMI level 4 organizations supports up to 83%.

4.3. l.l. 1.2, ISO Certilictttiott

Test Results Analysis
L00%

ts Analyze test results Yes

i iqrrlr J.2 I'est l{esult "\nall'sis * ISO ( crlillc:rriou

'l'he above cltrrt explains that ISO 9000 and ISO 90003 organizations 100% support

itrrplernetttation ot'te st results analysis. I-lowever, ISO 900 I organizations support up to 98%.

4.3.1.1,2, Orgarrizatiou Sizc Anllysis

Analyze Test Results
98%

MEDIUM

Organizations Size

& Analyze test results Yes

i.i:1rrir' ..1.J ..\rr:rl-r,zc'l crt i{csuit. . Or.ganization Sizr

'l'he above cltrtrt cxplaitrs that 98% ot'srnall and meclium size organizations support

inrplettterttation ttl'test restrlt auirlysis rvheleas, large organizations suppo rts up to 970/o.
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4.3. l. 1.3. Uxperiertce oI llespondent (in years) Analysis

Analyze Test Results

" 'l)f;.r'it
11,!t,/!i

1#i,l': .:bir{l

'1,'" i-l
..:. -il

"::{',tlli,ii
l,) i.r*i
i'1.rr,.". t

,]..1 .. . j

Low (1 - 4) MEDIUM (s - 7)

Experience of Respondents (in years)

q Analyze test results Yes

lii;lur.r -1. { \irirllzr'l rst li.r.iills * lttrrpondcnts' l-rpcricltr:c

I'he above clrart explains that responclents rvith low experience i.e. from I to 4 years,

100% suppolt irnplerncntation of test rcsLrlt analysis. However, respondents with medium i.e.

5 to 7 yea;s ancl higlr i.e. 8+ years ol expelience support up to 98o/o and 94% respectively.

4.3. 1.2. Llptlute lrtc'iilctrts

4.3.1.2.1. Ccrtit'icatir-rn Wisc Anllysis

Certification rvise analysis includes CMMI, ISO and in-house certifications

analysis.

4.3.1.2.1.1. CfrIMI Levcl

Update lncidents

TEVEL 2 LEVEL 3 LEVEL 4

CMMI Level

s update incidents Yes

l,i;iult "[.5 { lltlute Ilcidurts - ('\l\ll l-cvcl

co!too
o
E
o
qJ
0!o
q,

I

c
s,ro
c
o
o.
o
&,

o
o
uoo
ql

OJ

G

-l'he 
abr.rve chart explains that CMMI Level I organizations

incidents. Wheleas, CMlvll lcvc'l 2,3,4 ancl 5 organizatiolts support

and 83% respectivel),.

100% support update

up to 9l%, 84o ,80Y0

\,
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4.3.1.2.1,2. ISo Certijictrtion

Update lncidents

tso 9001

tso

r Update incidents Yes

rso 90@3

t.- ),1.

, ::i:il

i"igur't -1.6 I pdatr, lrrrirlcrrts - ISO (lcrtilicalion

'l'he above clralt explains that ISO 9000, ISO 9001 and ISO 90003 organizations

slrppoil irnplenrerttation ol'update incidents up to 9l%,89%and86oh respectively.

4.3.1.2.2. Organiz-ltion Size Anllysis

Update lncidents

MEDIUM

Organizations Size

e Update incidents Yes

c
G'!co
EI
q)
&
o
q,
ba
G
c
c,I
o
G

i igtti, r 1.7 [ l,rltrr lririilr:nls -

"l'he above ciralt explains that 88% of'

lalge size olgan i zat ions su pport i mpl ententatiorr

{}r*:rnizalion Sirc

srnall size, 84% of medium size and 97% of

ot'update incidents.
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4,3.1.2.3. Ex periencc' o f llcs pond en t (i n years) Analysis

Update lncidents

LOW (1- 4) MEDTUM (s - 7)

Experience of Respondents (in years)

ir Update incidents Yes

l:i::rl'c -l ;j i ltrl:rtt. lrre irlrrr(s - Idlslrurrrlrnts' lr)rpu'ie nce

J'hc above clralt e.rplains that respondents with high experience 93% support

implemerttation ol upderte incidents. Hor.vever, respondents with low and medium experience

suppofi up to 88% and 85% respectively.

4.3. 1.3. Dclernrine thut Ittcidertt requires Reporting

4.3.1.J.1. Certil'icatit-rrr Wisc Anllysis

Certiflcatior.t wise analysis includes CMMI, ISO and in-house certifications

analysis.

4.3.1.3.1.t. CMMt Levet

Determine that lncident requires
Reporting

L00% gZ%

HrGH (8 -

co!c
o
CL

OJ

&,

o
o
b00
tr
q)to
A.

t

c
Up
o
o.
AJ
u,

o
0,
u!
6
tro
q,o

LEVEL ]. LEVEL 2 LEVEL 3 LEVEL 4

CMMI Level

''::r'lnrd

LEVEL 5 i'l;fr,{
.:,.,_.1!i$:::rl

.,ii,::,,,.::,,,llriljitill
,r. . a::llLi

. ',,:,": lit ,.].|lii!

,: rrr: r-tjr:i ,\ila Dotrrr-nine that lncident requires reportirrg yes

l"igrrr'r '1.',' llt{tt itritlr: tltril lrrtitlrrl rcrluiltrs l{ellorting- (ltrl}ll l,cvcl

'l'ltc above clrart explains that CMMI Level I and2 organizations 100% supportthat

inciderrts requilc reporting rvhereas, CMMI level 3,4 and 5organizations supports upto92oh,

600/o and 6770 respectively.
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ISO Cerlification

-\
6

Determine that lncident requireS'

Reporting

l,"igrrrc {.lt} De lrr'ruinc lhat lntidrnt ltquircs l{cporting - lS0 Ccrtilication

The above chart explains that ISO 9000 organizations 100% support that incidents

require reporting, however, ISO 9001 and ISO 90003 organizations support up to 91% and

86% respectively.

4.3.l.3,2.Organization Size Analysis

\
q'

Determine that tncident requires 'i

Reporting

MEDIUM

Organlzations Slze

r Determine that lncident requires

I'igurt J. l l l)rte rrrrinc that l ncident rcquirrs lfuporting - Organization Siz.e

'l'he above chart explains that 87% of small, 89o/o of medium and 9l% of

organizations support that incidents require reporting.

..::. o
: -'j',.(L
L'r ii 0,
:r'ir: E
.j..ri
r: -: 0

large size

v
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4.3.1.3.3. Ex;lericncc ol'llcspondent (in years) Analysis

Determine that lncident requires
Reporting

LOW (1 - 4) MEDTUM (5 - 7) HIGH (8 - 22)

Experience of Respondents (in years)

x Determine that Incident requires reporting
yes

l,itun: -l^ !1 lk{clrrrir:r {lrat Inrirleri{ r'rtluircs ltcportirrg - llcrputttlcnts' [,xpericncc

l'hc above chalt explairrs that lespondents with high experience 93% support that

inciclents requile rel)ol'tiug. l-lolvcvcr, responclents with low and medium experience support

up to 86%, ald 95o/o respectively.

4.3.l.4. .tlssign Actiott IlemsJbr llesoluliott

4.3.1.4.1. Certil'ication WiseAnalysis

Certification rvise analysis includes CMMI, ISO and in-house certifications

analys is.

4.3.1.4.1.1. CtltVllLavel

Assign Action ltems for Resolution
' . .ri:lf

.: , i:l *rj

-EVEL2 LEVEL3 LEVE

CMMI Level

$ Assign action item for resolution Yes

l i::.rir r -1. I3 .r,..i1* l.ltititt llrrirr lirr" ltcsolutiorr - ('\'l\'ll Lcycl

-l'ltc 
above chalt e'xplairts thirt CMMI Level 1,2 and 5 organizations 100% support

that action iterns shor.rkl be assigned tbr lesolution. Whereas, CMMI level 3 and 4

organizations sLrpports up to 92Yu arrd 83% respectively.

mlF*
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4.3.1.4.1.2. tso Certilicution

Assign Action
LOO%

for Resolution
tol%

Items
98%

b
c
o,1'c
o

Ug
o
q,
!,0
c
q,

a,c

rso 9001

tso

lc Assign action item for resolution Yes

lil turt:,;.i I 1..i.1n.\ctiou ltr:rrrr litl liirstilu{ion - ISO ('crtiljr::rtiorr

l"he above chalt cxplains that ISO 9000 and ISO 90003 organizations 100% support

that action itenrs should bc'assigned for lesolution. However, ISO 900 I organizations support

up to 98%.

4.3.1.4.2.Organ izrtir-rn Size Anrlysis

Assign Action ltems for Resolution

97%

MEDIUM

Organizations Size

sr Assign action item for resolution Yes

Iriqult: -i,lS .\srigrr .\r:tiort ittnrs lirt'lttsolutiort - Oruaniz:ttion 5ir.e

'l'hc above chart cxplains that 90% ot'snrall,930% ol'meclium and97o/o of large size

olganizirtions support that action iterrrs should be assigned for lesolution.
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\U

4,3.l,4.3.Experience of Respondent (in yeors) Analysis

Ii'igure 4.16 ,tssign ,,[clion ltenrs for llcsolution - Respondentr' Exlrcrience

The above chart explains thar respondents with high experiene 960/o support that

action items should be assigned for resolution. However, respondents with low and medium

experience support up to 88% and93o/o respectively.

4.3.2. CreateAJpdate Incidents

A report created / updated in which incidents' occurrence, nature, and status is

recorded.

4,3,2.7, ldentify Incidents

4.3.2,1.1, Certilication Wise Analysis

Certification wise analysis includes CMMI, ISO and in-house certifications

analysis.

4.3.2.1.1.1. CMMI Level

.-)

Jrt

dl
<_t8
-Lsr*

l.tF(

I

:i$,:, 
'

'rri::,;..rL

ldentify lncidents

5
'. l iri
a ..i

3!e I igu rc 4.1 7 I deurifl, I ncidr:nts - Cil{lrll Lo'cl
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l-he above chart explains that CMMI Level 2,3,4 and 5 olganizations 100% support

identify incidents. I-lowever, CMMI level I olganizations supports upto9lo/o.

4.3.2.1.1.2. ISo CertiJicution

\ ldentify lncidents

rso 9001

rso

s ldentify incidcnts Yes

lJrgulr "t.ll{ ltlcntilr lnt'idcnts ^ lS{} (lortificlliln

"lhe abr-rve chart explains that ISO 9000 and ISO 90003 organizations 100% support

identily iucidents. Horvever, ISO 9001 organizations suppott up to 98%.

4.3.2.l.2.Organization Size Anrlysis

ldentify lncidents

g
tu
!,
oe
q)
E
o
o
b!
(6

Q

o
o.

MEDIUM

Organizations Size

u ldentify incidents Yes

1.'iXl lr .{. l1} I tli:ul ili I rrt' irlcrt tr - {) r'grtrtiz.rttiorr Sizt:

'fhe above churt cxplains that 95% ol'srnall, 98% of medium and97o/o of large size

organizatious suppol l iclerrtify incidents.
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LEVEL 3

CMMI Level

ii Report/ Update incidents Yes , 1,-lr l'll
..rr i'. t!r.i{

I i!.tIlt l. ll ItrltulliI lril;rtc lttiitlcttts - ('\l\ll l.tvcl

'l'ltc above chart crplirirrs tltar CMMI I-evel 2,3,4 and 5 organizations 100% support

l'eport/r.rl)(late irrcidcrrts. \!'lrcleirs, CN4MI lcvcl I olganizatiotts sLlpports up to 9l%.

* ffi;.'t,,.r ,-*" o.-;;^utomated'test case Inciclent Reporting Tool(s)

4.3.2.1.3. Iixpericncc ol'ltc'spondent (in years) Analysis

ldentify lncidents

Low (1- 4) MEDTUM (s - 7) HIGH (8 - 22)

Experience of Respondents (in years)

a l<Ientify incidents Yes

l' igu lt -{. li} Itlcrrt ih' l trcitittrts - lttsllorltlcnts' l'-rllrricllcc

l'[e above cltalt explains tliat respondeuts with high experience 100% support

identily irrciclents. Ilowever, respondents rvith lorv and rnedium experience sllpport upto92o/o

and 98% respectivel)'.

4.3.2.2. lleporl lrtt'itlcttls

4.3,2.2.1. Certitication Wise Analysis

Certification wise analysis includes CMMI, ISO and in-house certifications

analysis.

4.3.2.2. l. L Cttl trl I Lct,cl

Report / Update lncidents
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\
98/o

tso 9001

tso

x Report/ Update incidents Yes

lfigtilt 1.11 l{tport/l l}(l;rlt Itt(:i(,tlrits - [SO (]crtilication

"l'he above clralt explains that ISO 9000 and ISO 90003 organizations 100% support

reporyLrpdate incidents. Florvever, tSO 9001 organizations suppoft up to 98%.

4.3,2.2.2. Orgatrization Size Arralysis

4,3.2.2.1.2. ISo Ccrt(icltion

Re port/U pdate I ncidents
L00%

Report / Update lncidents

MEDIUM

Organizations Size

o Report/ Update incidents Yes

I'i:lnrg -l J-! l(tpult/1 l,il;rt(' lrrridt:nls - {)t'garriz.ation Sizt

The above chart explains that 93% of small, 96% of medium and 94oh of large size

organizations support leport/update irtcidents.
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Chapter 4 Results and Analysis

4,3.2.2.3. Expericnce of llcsgrondent (in years) Analysis

Report / Update lncidents

gs% 9s%

LOW (1- 4) MEDTUM (s - 7) HIGH (8 - 22)

I i(1r's l.]"{ l{cpurti I lxilitt Iriiitlcrtts - ldcsllottr'ltrtts' l'xpc|ierltt

'l-he above chalt explains tltat respondents with high and

implententation of I'eport/update incidertts. However, respondents

support up to 920h.

L1 LEVEL2 LEVEL3 LEVEL4 I

CMMI Level

,r Comnrunicatc status of lnciderlts to the relevant stakeholder Yes

qJ

c
o
q,
E
o
0,)
OD
€

o

e)
d

medium 95% support

with low experience

4.3.2.3. Quulitl' tl'lttcide nt lleporting

4.3.2.3. l. Ccrtil'icutiorr Wisc Anitlysis

Certification wise analysis includes CMMI, ISO and in-house certifications

analysis.

4.3.2.3. t. t. CNTMI Level

Communicate Status
Loo%

c
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c
oe
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x.
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G
c
OJ

0
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-'.: a|fii..4:

'' '" \.:/l

": .l:

l:i;iulc J.lri Qurlirl ul'Ine itlcnl l{tlxrrting - ('\l\ll l,ct'cl

'llre above chart cxplains that CMMI Level 2 and 5 organizations 100% support

implementation of ciLrality ol'incident repoiling i.e. contmtttticate status of incidents to the

relevarrr stakeholder rvhereas, CMMI level 1,3 and 4 organizations supports tpto92,85Yo

and 80% respectively.
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4,3.2.3,1.2. ISo CertiJication

Communicate Status

l irrule {.26 Qualil^r ol'lrtciritnt l{e lrortirtg - ISO (le ltilicrrtion

'fhe above chart explains that ISO 90003 organizations 100% support implementation

of quatity of irrciclent lepolting i.e. comurunicate status of incidents to the relevant

stakeholder. Hoivever', ISO 9000 and tSO 9001 organizations support Llp to 83% and94Yo

respcctivu'11,.

4.3.2.3.2.O rgan ization Siz-e Aru lysis

Communicate Status

SMALL MEDIUM LARGE

Organizations Size

& Conllrunicate status of incidents to the relevant stakeholder Yes

i;igt,'" .1,17 ()rilrlit-r ol'lricitie r't lt(:i,i,rtirtg - Ot'ganiz:ttirrrr Sir.t

'l'lre above chllt e.rplains that 86% ol small, 940lo of rnediurn and 97Yo of large size

olganizations support implernentation olquality ol'incident reporting i.e. comtnunicate status

of incidents to the rclevant stakeltolder.
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4,3.2.3,3. Ixpet'icucc o l' llcspondent (in years) Analysis

Communicate Status
98%

Low (1 - 4) MEDIUM (s - 7) HIGH (8 - 22)

Experience of Respondents (in years)

c Comrnuuicate status of incidents to the relevant

stakeholder Yes

Figrrrr -1,38 Quulitl ul' lrrrirlt:rrt ltcporting - l{cspurttlttllr' [-rpcl'icntlc

'['[e above chalt explains that respondents rvith high experience 98% support

implcrnentatiorr ol quality of inciderrt rellorting i.e. cotnttrutticate status of incidents to the

relevarrr stakehglcler. Horvever, respondents with rnediurn and low experience support up to

89% and 900/o lcsPectivelY.

4.3.2.4. lncident llcporting

4,3.2.4.1. Certilication Wise Analysis

Certificatiorr rvise analysis includes CMMI, ISO and in-house certifications

analysis.

4.3.2.4.1.1. CttlNllLevcl

lncident Reporting

LEVEL 1 LEVEL 2 LEVEL 3 LEVEL 4

CMMI Level

a lncidents reported/ updated through Formative

l;igur'. J.f9 lncitle nt l(tpor'(ing - ( \l\11 l.ct'el

'l'he above c[a1t explains that CMMt Level I ,2,3, 4 and 5 organizations support

lrrciclent reportirrg tlrlough fbrrnative evaltratiorr 80%o,670/o, 650 ,61oh and 710/o respectively.

Whe;eas, irrcidc'pt rr-lloltitlg thloLrgh sunttttative evaluation is suppofied 20yo,33%,350 ,330

and299/o by CMMI level l, 2,3,4 and 5 orgarrizations respectively.
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4,3.2.4.1.2. ISo Cert(icution

lncident RePorting

0 lso 9001

tso

E lncidents reported/ updated through Formative

i;ilirrt -1..]t) lirtirltnl l{.clrtrltiirg - ISO (lertilicaliorr

'l'he above chalr explains that tSO 9000. ISO 9001 and ISO 90003 organizations

sgppo11 incident rel:olting thlough I'onnative evaluation 650A, 1\yo and TlYo respectively.

Whereas, incidenr reporting through sumrrtative evaluation is supported 35oA,30yo and29o/o

by ISO 9000. ISO 9C)0 I and ISO 90003 organizations respectively

4,3.2.4.2.Organization Size Analysis

lncidents Reporting

Iji"tri'r .1..) I Itttitltrit llclrurtirig - ()rglrrriz.rtliun Sizt:

'l'he above chart explains that 98% of small, 640/o of medium and 82Yo of large size

organiz,ations sr.lppofi inciclent reporting thlouglt formative evaluation whereas, incident

reportirrg through suurruative evaluation is strpported 24%,36% and l8% by small, medium

and lalge si ze c' r'gar r i z-atiorr s lespect i vely.
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f

4.3.2.4.3. Experience of llcspondent (in years) Analysis

lncidents Reporting
ao%

LOW (1 - 4) MEDIUM (s - 7) HluH

: Experience of Respondents (in years)

r lncidents reported/ updated through Formative

lrirrrlt -1.J2 IrtcirJertl l{c1xrrtiug - [{tslturtdcrtts' }irpcricncc

'l'5e above chart expltrils tlrat responclents with low, medium and high experience

supporl incidept reporting through tbrmative evaluation 67yo,71o/o and 80% respectively.

Wher.eas, incidelt leporting througlr surnrnative evaluation is supported 33Yo,29o/o and20%

by low, medium and high experiences respectively.

MEDTUM (s - 7) HIGH (8 - 22)

;
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Chapter 5 Results and Findings

5. Introductiou
T'tris chapter highlights proposed guidelines for the development of automated

test case incident reporting tools atter analysis of survey results by highlighting on each

research question. ln section 5.1 answer ol research question I and question 2 is

explained that is identif-ication of feature sets and their classification into core phases. In

section 5.2, research question 3 is answered that is quality criteria is applied on proposed

framework. For this purpose industrial feedback ranges from 40o/o to 100% is

categoriz-ed in to high. rnedium and low paranreters.

5.1. ldentilication ol'Feature Sets and Core Phases and their

Classification

In this section core phases and fbature sets are identified and classification of

core phases into leatule set is discussed. This section highlighted the answers of RQ.l

and RQ.2 rvhich ale:

RQ.l.What is the iclentiflcation of maximum set of feature(s) and core phases of test

case incident reporting tool(s)?

RQ.2. What is the classiflcation of feature set in to core phases?

5.2. Quality Criteria on Proposed Framework

In this section ans\ver ol RQ.3. i.e. How can we apply quality criteria on the

proposed tiarnervork'/ is discussed. After the identification of feature sets and core

phases and their classitlcation quality criteria is applied on the proposed framework to

establish credibility ol'f'cature scts and core phases. This section suggests that a

comprelrensive feature set is rnandatory fbr test cases incident reporting. In below tables

Classification

of Featurc

Sets in to

Core Phases

Core Phase I Core Phase II

Analyze'['est Results Create/Update Incidents

Feature Sets Analyze

Test

Ilesults

Update

lncidents

Determine
that
Incident
req u i res

Ileporting

Assign
Action
Iterrrs fbr
l{esolution

Identify

Inciderrts

Report

Incidents
Quality
of
Incident
Reporting

Incident
Reporting
by
Formative
Evaluation
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high, rnedium, low are the level of support of difl-erent organization to apply feature set

of test case incident reporting in their organization. Each level have specific ranges i'e.

100 < High> 80

80 < Mediunr>60

60 < low> 40

5.2.1. Analyze'fest llesults

It clescribes the test results, output of test case execLltion which reveals the

difference between actual and expected results.

-l'ablo 
5.1 AnrtlYzo Test Results

'l'able 5.1 sfiows that above phase and its feature(s) set was highly endorsed

by ISO 9001 ancl 90003 certified organizations and highly experiences quality

engineers. Besides it was highly an<J rnedium endorsed by CMMI level 5

orgalizations. Thus above phase and its fbature(s) set integrated in the proposed

framework.

q!

Core l'lrase I
Implication of Quality Criteria on the Proposed

Framework

CMMI ISO Respondent
Experience

Level 5 900r 90003 High

q

q(,
d^

I
F
q)
N

(g

Analyze Test Results medium high high High

Update lncidents high high high High

Determitte that lncident
requires l{eporting

nrcdium high high high

Assign Action ltems for
Resolution

high high high high
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\

5.2.2. Create / Update Incidents

This phase document occLlrrence, natLlre,

report.

and status of all incidents in a

. Table 5.2 shows that above phase and its feature(s) set was highly endorsed

by highly experiences quality engineers. Besides it was highly and medium endorsed

by CMMI level 5 and ISO 9001 and 90003 certified organizations. Thus above phase

and its ltature(s) set integrated in the proposed framework.

5.3. IlroposedFramework

Several nurnber of test case incident reporting tools, which implement a

verity of feature, are used in industry to irnprove the qurality of software product.

However, feature set of current tools are misalign with current requirement of

sol'tware industry. This is because current tools do not any framework or a set of

guideliles validated as per current needs ol'software industry. We therefore propose

such a lj.aniervork fbr test case incident repofting tool(s) whose phases and their

feature set are designed based upon current industrial feedback.

Core I'!huse Il Implication of Quality Criteria on the Proposed

Framework

CMMI ISO Respondent
Experience

Level 5 9001 90003 High

Ar

p
ql

C!
9

U

Identity lncidents lligh high high high

Report lncidetrts I ligh high high high

Quality r.lf Incident
Iteporling

lligh high high high

lncident Reporling by
Forrnative Evaluation

medium medium medium high

lncident Reporting by
Sunrurati ve Evaluatiort

Lorv lorv low low

'l'lblc 5,2 Creatc / [.lpdltc lncitlcnts

-a
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Framework fbr test case incident reporting tool(s) as illustrated in the figure

below has core phases which are further explained through feature set that can be

irnplernented fbr srnall, rnediLrm and large scale organizations. Besides they are

evaluated through rigorous quality criteria i.e. highly experienced software and

quality engineers and organizations which are CMMI level 5 and ISO certified.

Using this trarnework the developers and organization will choose suitable phase(s)

which are firrther explained through comprehensive feature set for the development

of test case incident reporting tools. The proposed fiamework consists of following

phases. 'fhe arrows denote the relationship betrveen each phase.

o 'l'esting results obtain frorn test execution phase are analyzed.

o lncidents report are created/ updated which records nature, status and occurrence

of incidents.

l,'igurc 5.1 l'roposed Framework firr'fest Case lncident Reporting

Such fi'ameworl< will bridge the gap betleen academia and industry. it

provicle architectural foundation fbr test case incident reporting tools in order to

deflne their scope rvith respect to phases and its feature set instead of implementing

features which may belong to various phases.

\

)
\

Create / Update lncidents

Analyze Test Results
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Chapter 6 Conclusion

6, Conclusion
J'est case incident reporting is an important part of software testing that's why

number of tools had been developed to improve quality of software and to minimize cost

and ef-forts. Each tool is diftbrent from another as they are not following any set of

guidelines and it also takes tirne and effbrt to know which tool is the best to use. This

study contributes to research by providing a comprehensive framework which improve

the test case incident reporting tools development. This framework is derived from

detailed literature revi*v and a global survey of software industry so that desired feature

the real need of sofirvare quality department people can be identified and existing

features ancl frameworks can be evaluated. In addition we have tried to discover the long

term vision about automated software test case incident reporting tools. So that software

quality engineers can rnanage and irnprove their software testing process (tools). After

detailed liequency analysis it is concluded that these parameters/ feature sets gains

consistent support tionr the high experienced respondents, CMMI level 3, 4 and 5, ISO

9000 and 9003 certilrcd and large scale organizations so it should be integrated in the

proposed liarnework. '1'his fiarnework bridge up the gap between academia and industry

and sets lbundation for all those tools which are developed for automated test case

incident reporting. It also provides a layout to those ,vvho develop automated test case

incident reporting tools in lirture. 'l'his will improve the development of test case incident

reporting tools.

This research can be extended through development of a rigorous research

instrument rvhich involves such commercial tools that are not published in academia.

The resealch rvork can lirrther be extended through a correlation analysis of phases and

its set ot' palametcrs against snrall, rnediunr or large scale organizations, type of

certilrcation i.c. CMVII ancl ISO and respondents experience. Besides it can be validated

by developing a tool rvhich is following proposed framework and then it will compare

with the existing most comrron ref-erred tool which can be evaluated based upon quality

criteria.

\
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Appendix A
Sgr.vey to lind the Guiclelines fbr the Developtnent of Automated

Tcst Case Incident Reporting Tool(s)

I arn Bushra Areeb Fatimah, Reg # 366-FBAS/MSSE/F12, bushra.msse366@iiu.edu.pk,

from International Islarnic University Islamabad. This questionnaire is part of my MS research

thesis in (Software Engineering) under the supervision of Dr. Rizwan Bin Faiz,

rizwan.faiz@riphah.edu.pk, who is a Higher Education Commission (HEC) Approved

Supervisor. He is currerrtly working as an Assistant Professor in Faculty of Computing in

RIPHAH lnternational University, Islamabad.

As parl of our research this questionnaire is requested to be filled up by various software

developrnent olganizations across the globe. We confirm that all the inforrnation provided by

respondelts will only be used for research purposes and will not be disclosed or shared with any

individual or organization under all circumstances.

The objective of research is to propose minimum set of parameters that should be

implemented by Automated Test Case Incident Reporting Tool. Automated Test Case Incident

Reporling is a plocess that records and tracks the status of incidents; occur during the automatic

execution of the test cases. It often has opportunities of recording, fixing, re-testing of incidents,

and reporting capabi I ities.

Respondelr i I tt trrld ttctitttt

l. Name of Responclent

2. Gender of Respondent* Reqr.rired

r Male
c Fernale

3. Designation of Resporrdent* llequired

4. Experience of Respondent (in years)*Required

5. E-mail of Respondent

r--*-*
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7. Name of country in which your organization is located*Required

[--

8. Number of employees working in your organization:*Required

\
!

Organization Information

6. Name of your organization:

Choose an item.

9. Number of people working in quality department:t Required

Clroose an item,

10. Which among below mentioned quality standards does your organization belongs to?

10.i. CMMI process maturity level

Choose an item.

l0.ii. ISO standard

Choose an iten1.

l0.iii. Any other please specify

i--
I

Test Case lncident Reporting Tool

I l. Which automated tool(s) does your organization use for test case incident reporting?

t- l. Jmeter

r l.l. Jmeter 2.9

[J 1.2. Jmeter 2.lo

l-: 1.3. Jmeter 2.1I

F 2. seleriun't

f z.LSelenium 2.30

f' z.z.selenium 2.40

C z.s.Selenium 2.50

F 3. FitN"r."

J

U
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tr g.t. FitNesse 20140418

A l.z.FitNesse 2ol402ol

tr :.r. FitNesse 2ol3l I lo

f +. squish

l- +.t. Squish 5.0.2

tr' q.z.squish 5.0.3

t-' +.s.Squish 5.1

f S. nugzilla Testopia

tr S.t. BugzillaTestopia2.3

f s.Z.BugzillaTestopia2.4

f- s.f . Bugzilla Testopia 2.5

f 6. Spira Test

tr O. t. Spira Test 4.0

f' 6.2.Spira Test 4.2

12.i. What is the type of automated test case incident reporting tool(s) as specified in Q.l l.?

Choose an item.

l2.ii. At which level of testing your organization used that tool as specified in Q.1 l.

Choose an item.

l2.iii. Which type of testing is performed using that tool as specified in Q. I I ?

f l. FunctionalTesting

Test Case Incident Reporting Tool

12. Please specify any other tool and its version used for test case incident report in your

organization?

I--
I

4

^:.
\
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F 2. Perfonllance Testing

f z.t.Load Testing

f z.z.stress Testing

f z,l.Volume Testing

F 3. R"gr.ssion Testing

f 4. A.""ptance Testing

tr +.t. Alpha Testing

f q.z.Beta Testing

F 5. Security Testing

F 6. Usabitity Testing

---I oth"r, I

How are Incidents reportecl in your organization?

Below are few possible activities through which test case incident reports can be created. Each

activity involves certain set of tasks through which the activity can be accomplished.

Analyze Test Results

(Test result is output of test case execution which manifests the difference between actual and

expected results.)

13. How are test lesults analyzed in your organization?

a

Analyze test results

Update incidents

Determine that Incident requires
reporting

Assign action for resolution (^

Yes

C

t

t^

No

r
r

r

citem

Please specify any other way ofanalyzing test results?

U
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C re o tc /U 1t tlote I ncident Re po rts

(lncident Report is the documentation ofthe occurrence, nature, and status ofan incident)

14. How are incident repofts created/updated in your organization?

Yes

r
r

No

(Identify incidents

Report/Update incidents

Communicate status of incidents c C
to the relevant stakeholder

14.i. How are incidents reported/update in your organization?

f Through summative evaluation (Critical incidents can be collected which will enable us to

make statements such as "x percent of the users found feature y in context z was helpfuU

unhelpful."

(. 
Through formative evaluation (Contextual data can be collected around each incident so that

the tester can place the critical incidents in scenarios)

Please specify any other way ofcreating/updating incident reports?

Suggestions for hnproving Questionnaire

Please suggest how can we improve our questionnaire?

Confirmation Page

Cuidelines for the Development of Automated Test Case Incident Reporting Tool(s)

\




